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Deep learning still has drawbacks regarding trustworthiness, which describes a comprehensible, 
fair, safe, and reliable method. To mitigate the potential risk of AI, clear obligations associated 
with trustworthiness have been proposed via regulatory guidelines, e.g., in the European AI 
Act. Therefore, a central question is to what extent trustworthy deep learning can be realized. 
Establishing the described properties constituting trustworthiness requires that the factors 
influencing an algorithmic computation can be retraced, i.e., the algorithmic implementation 
is transparent. Motivated by the observation that the current evolution of deep learning models 
necessitates a change in computing technology, we derive a mathematical framework that enables 
us to analyze whether a transparent implementation in a computing model is feasible. The 
core idea is to formalize and subsequently relate the properties of a transparent algorithmic 
implementation to the mathematical model of the computing platform, thereby establishing 
verifiable criteria.
We exemplarily apply our trustworthiness framework to analyze deep learning approaches for 
inverse problems in digital and analog computing models represented by Turing and Blum-Shub-
Smale machines, respectively. Based on previous results, we find that Blum-Shub-Smale machines 
have the potential to establish trustworthy solvers for inverse problems under fairly general 
conditions, whereas Turing machines cannot guarantee trustworthiness to the same degree.

1. Introduction

The core idea of machine learning, that is, to enable an algorithm to extract relevant information from an available data set to 
solve a given problem, coupled with an evolution of digital computing technology and power, led to a revolution in a wide range 
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of applications [1–3]. Even more, by further augmenting the machine learning models and the data sets, great advances have been 
made via the deep learning framework in fields such as natural language processing, which were expected to be amenable to this 
approach to a lesser degree due to their inherent complexity [4,5]. Deep learning [6–8] refers to a specific class of machine learning 
models, so-called (deep) artificial neural networks [9] that are adjusted and optimized on given training data via fairly simple loss 
functions and basic iterative methods such as stochastic gradient descent along with backpropagation [10].

Therefore, it is widely acknowledged that the success of deep learning can be attributed mainly to three pillars. First, the availability 
of vast amounts of data enabled the breakthrough of the deep learning approach by outperforming previous methods by a large 
margin [11]. Second, the advancements in digital computing hardware and the accompanying increase in computational power 
allowed for the effective processing of large data sets in the training phase resulting in larger and deeper networks that tend to be 
more capable. Hereby, the initial breakthrough relied on incorporating GPUs in the training of neural networks. By construction, 
GPUs are better equipped than purely CPU-powered computers to carry out the applied algorithms heavily depending on matrix 
multiplication operations [11,12]. The ongoing process of increasing training data sets and computing power cumulated at this stage 
in digital high-performance computing approaches optimized for implementing deep learning [13–15]. Third, the progress in neural 
network architecture from fully-connected feedforward over convolutional [11] and residual networks [16] to transformers [17] as 
well as in training methodology, e.g., incorporating techniques such as self-supervision [18] and reinforcement learning (with human 
feedback) [19], transferred the potential benefits of larger training sets and more computing power into practical improvements.

1.1. Energy and scaling limitations of deep learning

However, it is unclear how far the current approaches can be further scaled and improved under the deep learning framework. 
Indications suggest that this development may slow down or even halt [20,21]. The data sets employed to train state-of-the-art large 
language models already include a noteworthy fraction of (English) text on the internet [4]. Hence, even larger and more suitable 
databases need to be generated to train future models by combining different data types such as text, audio, and video. Besides, the 
ongoing digitization of the physical world via sensors, which observe and perceive aspects of their environment – think of autonomous 
vehicles for instance –, leads to an accumulation of additional data but also greater demands in storing and throughput capacity [22].

Therefore, to process the collected data and to apply algorithmic methods such as deep learning more computing capacity is 
required, i.e., the necessary number of computational steps increases. Since at present there exists a direct connection between the 
number of computational operations and the total energy consumption of a (digital) computing device [23,24], it seems unlikely that 
the already immense energy consumption of the current deep learning models does not substantially increase in the future unless the 
applied techniques are structurally adjusted. Hence, dramatically more data and energy-efficient methods have to be incorporated 
or the underlying computing and processing paradigm needs to change so that more efficient but equally powerful computations can 
be carried out. One promising alternative to the present, purely digital computing approach is incorporating analog devices in the 
computing pipeline since analog computing offers potential benefits if its fault tolerance can be increased [22,25].

1.2. The need for trustworthy deep learning

Due to its ongoing advancements, the scope of tasks that deep learning models can successfully tackle is ever-increasing. On the 
one hand, existing models are tweaked to adapt to similar tasks of the same complexity. On the other hand, new, more capable 
model types are introduced – the last one being foundational models [26] such as large language models – that can solve previously 
unattainable problems. Mainly, current models still impact their environment indirectly by influencing human decisions but not by 
direct control of the physical environment. Large language models are a prime example of these interactions [27]. However, the 
increasing capabilities of deep learning models and the actual goal of artificial general intelligence [28,29] indicate that the type of 
interactions may change soon, e.g., autonomous vehicles with their sensing and decision-making powered by deep learning will act 
as physical agents and thereby cross the barrier from indirect to direct interactions with the physical environment. This is reflected 
by discussions on machine ethics in the context of autonomous driving, i.e., the questions of how algorithms should decide in certain 
situations [30–32]. While formulating and agreeing on a decision-making framework for (autonomous) physical agents is undeniably 
important, the question of how to implement and guarantee abidance by the chosen framework is equally relevant.

The latter goal is complicated by the black box, unreliable, non-accountable, and non-robust behavior of current deep learn-
ing models [33–37]. A well-known failure in this regard is the non-robustness of artificial neural networks towards minimal input 
perturbations, which entails non-reliability on the network’s output [34,38–42]. These drawbacks can be summarized as a lack of 
trustworthiness [43–47] – an umbrella term for privacy, security, resilience, reliability, and accountability [48]. Thereby, the notion 
of trustworthiness includes amongst others aspects such as

• robustness, i.e., resilience against a variety of challenges: changing environments or situations, noisy or incomplete data, and 
adversarial attacks;

• transparency and interpretability, i.e., clear justification and explanation of the decision-making process;
• fairness, ethical compliance, and privacy, i.e., avoidance of biases, equitable treatment of diverse user groups, and secure man-

agement of sensitive information;
• safety and security, i.e., protection against potential threats and preventing unintended harmful consequences.
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Failing to establish trustworthiness in deep learning systems entails that no performance guarantees can be provided or, at least, 
circumstances may arise in which deep learning systems exhibit unexpected and potentially harmful behavior. This fact is well-
acknowledged, even beyond the science community, since the present and future deep learning applications are expected to impact 
all of society. Therefore, policymakers already proposed guidelines and regulations that deep learning models need to satisfy. Among 
the most influential ones are certainly the European AI Act [49] and the G7 Hiroshima Leaders Communiqué [50], which describe 
various degrees of requirements and demands concerning the trustworthiness of deep learning systems. In particular, the European 
AI Act formulates a clear legal framework that might act as a blueprint for further regulation proposals. This raises the question of 
the extent to which trustworthiness can be achieved with the deep learning approach. The lack of trustworthiness in deep learning 
has persisted throughout its evolution since the fundamental approach remained unchanged. This is in contrast to other AI methods 
such as expert systems [51], which by design offer trustworthiness benefits, but fail to reach the capabilities provided by deep 
learning in other areas. Thus, an open problem is whether adapting key components of deep learning may change the trajectory of 
trustworthiness.

1.3. Our contributions

Since remedying energy concerns may require introducing and integrating novel computing technologies, we assess theoretical 
computational requirements to establish trustworthy deep learning models. For this purpose, different angles need to be considered.

First, trustworthiness lacks a universally acknowledged formal definition. Therefore, in Subsection 2.1 abstract principles and 
potential legal structures based on the introduced aspects of trustworthiness are discussed. Thereby, clear requirements on trustwor-
thiness with a focus on the transparency condition are posed.

Second, the capabilities and limits of algorithms with deep learning models being a specific type can only be evaluated with respect 
to the hardware/computing paradigm. Consequently, we need to take into account the underlying computing model. To that end, in 
Subsection 2.2 we present two different computing models – digital and analog – and their respective promises for energy-efficient 
performance. By considering idealized mathematical abstractions illustrating the core idea of the computing approaches, we describe 
conditions that guarantee trustworthy deep learning implementations, i.e., we convert the introduced non-formal trustworthiness 
conditions into a mathematical framework.

Third, trustworthiness in deep learning is a broad topic. Hence, we restrict to a particular use case – inverse problems – which is 
specific enough to allow for a formal treatment but potentially enables us to draw more general conclusions. We define the inverse 
problem setting and the associated deep learning solvers in Section 3.

Subsequently, Section 4 applies the derived framework of trustworthy computations in the inverse problem use case. The basis of 
our analysis are [52] and [53], which treat the algorithmic solvability of inverse problems on idealized digital and analog hardware, 
respectively. We present and compare their respective findings and subsequently embed them in our framework. The results imply 
that digital and analog computing have diverging capabilities to enable trustworthy algorithms (and thereby deep learning systems): 
Digital computing modeled by Turing machines [54] has certain limitations that potentially can be avoided by analog computing 
modeled by Blum-Shub-Smale (BSS) machines [55].

1.4. Limitations

Can we transfer the observations in our framework about trustworthy algorithms from the field of inverse problems to a broader 
class of deep learning applications? Although each application requires in-depth consideration of its own, we try to motivate some 
general conclusions. The existence of a trustworthy algorithm solving a task may depend on the underlying computing model and 
different outcomes may indeed arise. In theory, analog computing may enhance the capacity for achieving trustworthiness and 
overcome some limitations arising on digital hardware. This pattern is especially relevant for tasks involving real-world physical 
processes or, more generally, tasks modeled and represented on continuous domains. The integrity between the intrinsically discrete 
digital computing model and the continuous problem description may be lost in these cases. In this sense, inverse problems are only a 
– well-studied and well-behaved – representative example of a relevant class of problems tackled by deep learning. A decisive question 
is, whether analog computing that translates theoretical into practical benefits can be realized. We analyzed analog computing under 
the BSS model, but there is no universally accepted mathematical model precisely formalizing analog computations (as with the 
Turing model for digital computations). Hence, further research is required to establish appropriate theoretical models that include, 
for instance, error correction and approximate analog computing, i.e., computing models that can trade energy and computing time 
with accuracy (presumably how biological brains operate) [56–59].

The potential of a trustworthy algorithmic computation is evaluated via the notion of algorithmic solvability, which describes a 
correct, reliable, and accountable method to solve a given problem; see Section 4. Thus, algorithmic solvability may also provide a 
basis for verifying the abidance of legal requirements, in particular in the field of deep learning. We demonstrate that algorithmic 
solvability of inverse problems strongly depends on the specific problem formulation so that it may guide us toward descriptions 
that in principle allow for trustworthy solutions. However, inverse problems are a particular and restricted setting, e.g., the forward 
operator, which essentially contains the relevant information about the task and defines the ground truth, is known. Hence, inverse 
problems may neither represent a complex (and to some degree chaotic) real-world setting nor a typical deep learning task, where 
the solution approach crucially depends on a learning framework. Therefore, the conclusions derived in the inverse problem use case 
may not be transferable to other settings- or at least need to be further substantiated. Moreover, intricate and diverse real-world 
tasks that require advanced and rather general solution techniques may not be amenable to the notion of algorithmic solvability. 
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Either the generality of the tasks prevents algorithmic solvability directly or situations may arise in which decisions have to be made 
under incomplete or uncertain information so that no clear assignment of right and wrong behavior is feasible. The latter cases 
would be difficult to transfer to the introduced formalism and consequently, different tools may be necessary to derive statements 
about trustworthy algorithmic solutions. Nevertheless, the observation that even in a well-behaved setting like inverse problems 
limitations towards trustworthy algorithmic solutions on digital hardware exist suggests a generally occurring feature also affecting 
the previously described scenarios.

Algorithmic solvability is certainly not the only approach to gain a better understanding, but other methods to determine the 
trustworthiness of algorithms have been proposed; we’ll revisit this topic and discuss further approaches Subsection 1.5. The utilized 
notion of algorithmic solvability and the underlying computability concepts foremost guarantee the (technological) integrity of a 
system [48], which refers to a state in which the system in question resides within its specified margin of operation. Thus, the utilized 
computing machine does not (inadvertently) interfere with and influence the expected outcome of the performed computation. 
Therefore, adherence to a framework provided by legal regulations may be ensured via algorithmic solvability. Yet, in principle, 
using AI systems is feasible without adhering to algorithmic solvability if the arising drawbacks are acknowledged. In addition, if 
human intelligence is understood as an algorithm, it presumably may not fully guarantee algorithmic solvability and associated 
trustworthiness properties since it is subject to instabilities such as cognitive biases. As a result, a scenario is conceivable in which 
AI systems prevail without ensuring the aforementioned principles, for example by leading to better results on average than purely 
human intelligence. A concrete example is autonomous driving, which could prevail when the expectation is reached that autonomous 
vehicles could improve accident statistics. Nevertheless, the outlined scenario exhibits a severe lack of trustworthiness, which may 
cause liability issues in case of accidents and ultimately may prevent its occurrence.

1.5. Related work

The need to understand if an algorithmic method behaves in an intended manner is not new but has gained traction in recent 
years due to the rise of deep learning. The key innovation of deep learning that raises the complexity of this process is the learning 
part, which does not prescribe a fixed approach to tackle a problem but aims to extract a solution based on collected data about 
the problem. This contrasts with classical software, which ideally implements a provably correct method to solve a given task so 
inconsistencies only arise at the implementation level, i.e., development and design. The difficulty in avoiding inconsistencies and 
errors lies in software systems’ complexity, dependencies, and interconnectedness. Hence, proving the correctness of a software system 
is an intricate but in principle viable task in the sense of deductive verification/theorem proving. However, an automated verification 
process is desirable to manage resources effectively yet not fully realizable in practice (on digital hardware) as Turing’s initial work on 
the halting problem and the generalizations by Rice showed [54,60]. Therefore, various methods have been proposed, representing 
trade-offs on a spectrum from efficient to expressive. The most efficient approach is simple testing, i.e., trying to falsify the system on 
specific instances, whereas model checking at the cost of higher computational resources aims to verify the model of a system against 
its formal specification [61]. In general, even the most expressive (automated) methods do not guarantee correctness if errors are not 
found but provide an elevated degree of confidence in the system.

The heightened demands in deep learning were initially not accompanied by newly developed validation methods – justified by the 
successes benchmarking by simple testing achieved. Nevertheless, problematic properties such as adversarial examples [34] indicating 
a mismatch between intended and actual behavior were discovered. These were either met with slightly adjusted learning procedures, 
e.g., adversarial training [62,63], to avoid the occurrence of the undesired properties or with explainability techniques aiming to make 
the (decision) process of deep learning models comprehensible for the user [64–68]. The proposed methods succeeded only partially 
and the (to a certain degree) negligible impact of the described mismatch in narrow use cases, now poses a significant challenge 
where deep-learning-based models tackle multi-task problems and are expected to power autonomous agents [26]. Hence, there is a 
need for appropriate benchmarking that goes beyond straightforward testing and guarantees ‘good’ behavior in complex real-world 
environments. Instead of establishing suitable measures that support the crucial step from benchmarks to real-world environments, 
the idea of deep learning models interpretable by design has been proposed [69]. The motivation is that it may not be feasible to assess 
certain requested properties after the development of the model but they can be taken into account in the design phase to enable 
their later occurrence [69]. Thus, the main innovation here is to develop deep learning models that are explicitly constructed with 
certain interpretability goals in mind (and possibly iteratively improved by incorporating the insights from specifically constructed 
tests and the mentioned explainability methods) [70,71].

Another blindspot of standard benchmarking based on testing are ethical and moral considerations. Deep learning models have 
displayed biased and unfair decision-making and also privacy concerns remain an issue [72–74]. To mitigate these drawbacks tech-
nical adjustments have been proposed [75,76] but how to cope with them from an ethical or legal point of view is still unresolved 
[77–81]. Overall, the degree to which trustworthiness is required, i.e., the trust that a deep learning model acts in an intended manner 
(and avoids the mentioned technical and ethical pitfalls), depends on the circumstances. Safety-critical scenarios (possibly including 
autonomous agents) certainly require elevated trustworthiness standards ideally accompanied by some certification [82–84]. The 
main idea of this work is to establish a ‘trustworthy by design’ framework that precedes both classical and specific deep learning 
validation methods for safety-critical applications. This is achieved by providing an exact mathematical formulation of algorithmic 
transparency, which subsequently allows us to analyze questions of the form: Does the combined system of a given computing plat-
form with a suitable algorithm represent a transparent algorithmic solution of a problem (and does such a solution exist under certain 
conditions)?
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1.6. Potential impact and extensions

In this paper, we propose a mathematical framework for algorithmic trustworthiness considerations based on computability theory, 
i.e., an approach to assess the possibility of a transparent algorithmic implementation of a problem given a computing model. Although 
it is not a universally applicable framework, it provides a step forward in the trustworthiness analysis of deep learning in the following 
sense: On the one hand, it allows us to assess whether transparency may in principle be attainable in a given scenario. Hence, 
further analysis can evaluate a potential trustworthy implementation or the seriousness of the lack of trustworthiness in a specific 
scenario needs to be considered. On the other hand, a trustworthiness analysis may steer the implementation of a problem by adapting 
associated parameters such as computing platform, expected accuracy, and generality so that a potentially trustworthy implementation 
becomes feasible. This approach can be used in a detail-oriented setting for a specific task as well as on a larger scale that asks for 
promising directions for establishing trustworthiness in a broader scope. In this sense, the present work may act as a starting point 
for future work studying a broader range of topics related to deep learning going beyond the inverse problem use case.

Concerning inverse problems, our analysis indicates that a trustworthy solver either presupposes a sufficiently narrow problem 
description or if a more general solver is envisioned, then computing capacities beyond digital computing may be necessary or certain 
limits need to be accepted, i.e., a provable trustworthiness certificate in the introduced framework is not feasible. Thus, our analysis 
enforces the observation that a shift from purely digital information processing (and especially computing) to novel approaches also 
comprising analog techniques seems inevitable – not only due to demands on energy efficiency and data throughput [22] but also 
from the trustworthiness perspective. An emerging example of the changing paradigm is given by neuromorphic computing [85] with 
promising energy and processing gains, however, a trustworthiness analysis based on adequate computing models is still pending.

2. Trustworthiness framework

2.1. Societal and judicial requirements

Trustworthiness is a multifaceted property, where the individual features are partially overlapping and entail one another. Yet, it 
provides a comprehensive description of qualities potential guidelines may require. Hence, trustworthiness (and the implied abidance 
by an approved decision-making framework) can be seen as a prerequisite to implementing and operating deep leaning systems in 
certain scenarios, including safety-critical and high-leverage settings with direct influence on the physical environment such as 
autonomous driving. Due to a lack of technical assurances, abstract principles, codes of conduct, and legal regulations have been 
proposed such as Algorithmic Transparency, Algorithmic Accountability, and Right to Explanation for technology assessment in the 
context of trustworthiness [86,87]:

• Algorithmic Transparency (AgT) refers to the requirement of the factors determining the result of an algorithm-based decision 
being visible to legislators, operators, users, and other affected individuals.

• Algorithmic Accountability (AgA) refers to the question of which party, individual, or possibly system is to be held accountable 
for harm or losses resulting from algorithm-based decisions, particularly those that are deemed to be faulty.

• Right to Explanation (RtE) refers to the right of an individual who is affected by an algorithm-based decision to know the entirety 
of relevant factors and their specific expression that lead to the decision.

These notions may not capture all relevant nuances discussed in social, judicial, and political science. Still, they do guarantee or at 
least approach aspects of trustworthiness covered by robustness, interpretability, fairness, safety, etc. However, no widely accepted 
technological characterization in the form of standards and specifications exists at present. The need is accentuated by the fact that 
existing deep learning techniques do not result in models that satisfy AgT, AgA, and RtE and perform sufficiently well simultaneously. 
Therefore, the question is whether future methods can abide by these (potential) regulations, and if a positive answer is found to what 
degree. That is, can we expect future methods to solve trustworthiness issues in a broader context? In particular, are certain aspects 
that result in non-trustworthy behavior of deep learning models structurally inherent to the approach, or can suitable adaptations 
avoid them? We can make first strides in answering these questions by introducing formal (technical) requirements describing AgT, 
AgA, and RtE. Hereby, we focus on AgT since RtE can be considered as a direct application of AgT. Moreover, AgA is impossible 
without a clear understanding of the algorithm-based decision-making provided by AgT. Therefore, AgT is the backbone of the 
introduced trustworthiness notions.

An often neglected fact when discussing technological standards is the interplay between hardware platforms for computing, such 
as digital, neuromorphic, and quantum hardware, and the implemented algorithms representing the software side. Deep learning – 
in essence, just a specific algorithm class – needs to be expressed by a set of instructions in a (programming) language associated 
with the utilized hardware. Consequently, the capabilities of a given implementation also hinge on the power of the programming 
language, respectively the employed hardware. Thus, we analyze the potential impact of the hardware platform on trustworthy 
outcomes characterized by AgT based on two abstract computing models, namely the Turing model [54] for digital computing and 
the Blum-Shub-Smale (BSS) model [88] for (idealized) analog computing.

2.2. Transparency condition

An algorithmic computation of a problem ideally provides an explicit and reliable approach that is guaranteed to (or clearly 
describes the degree and the circumstances under which it) succeed(s). In mathematical terms, an algorithm is a set of instructions 
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that operate under the premises of some formal language characterizing the tackled problem. Thus, the specific definition of an 
algorithm depends on the considered formal language and the underlying computing model, e.g., digital and analog computations, 
which will be formally introduced in Subsection 2.2.1 and Subsection 2.2.2, respectively. A real-world physical problem can be 
translated into a mathematical model that describes its domain with feasible inputs, outputs, and operations of a potential algorithm. 
Hence, independent of the individual algorithmic steps, we can describe the abstract input-output relation characterized by a function 
on the identified domain that the algorithm needs to realize. Note that, in general, the domain of the algorithm may differ from the 
domain of the mathematical model of the physical problem; this behavior occurs, for example, in digital computing. By interpreting 
the mathematical model as a function describing the input-output relation of the problem, we can rely on the following notion of the 
realization of an algorithm tackling problems on continuous quantities described by real numbers.

Definition 2.1. Given a problem described by the input-output relation of a function 𝑓 ∶ ℝ𝑚 → ℝ𝑛, an algorithm  computing 𝑓
realizes a mapping 𝑓 ∶ℝ𝑚 →ℝ𝑛 with 𝑓 = 𝑓 .

Remark 2.2. The realization of an algorithm is particularly important for digital computing, where the computations are performed 
on representations of real numbers that constitute a specific subset of real numbers; see Subsection 2.2.1 for more details.

Subsequently, we will discuss the relevance of the realization of algorithms for AgT. The mathematical model (respectively the 
derived function) may act as the ground truth and serve as the foundation for the trustworthy requirements introduced in Subsec-
tion 2.1. In particular, the mathematical model provides a basis to assess AgT by identifying the factors influencing the underlying 
problem. Factors outside the mathematical model may not impact the algorithmic computation and outcome, since the transparency 
of the algorithmic computation can then no longer be guaranteed. Although these considerations may seem trivial, implementing the 
algorithm on a given computing platform, which is subject to mathematical modeling itself, adds another layer of complexity. To 
execute the algorithm on a suitable hardware platform, the abstract problem (respectively the corresponding mathematical model) 
needs to be translated into a machine-readable language. However, the mathematical model of the problem and the mathematical 
model of the computing platform do not necessarily agree. Thus, the input and output expressions must be unambiguously translatable 
between these two systems to guarantee proper implementation of the algorithm abiding by AgT.

To illustrate this issue consider the machine-readable description of a real number such as 𝜋 in the digital computing model. 
Due to its infinite binary expansion, 𝜋 can only be represented by finite algorithms that approximate it to any desired precision on 
digital computers. Despite the difference in description as a mathematical entity and a machine-readable object, we can identify both 
representations as equally valid and translatable, yet not unambiguous, since a real number may have multiple – equally valid – 
machine-readable descriptions. Besides, it is well-known that not all irrational numbers possess an unequivocal digital representation 
[54]. Consequently, the properties of the applied computing device need to be considered when the feasibility of an algorithmic 
computation as well as its trustworthiness is evaluated.

Definition 2.3. An algorithmic implementation is transparent in a given computing model if the realization 𝑓 of some function 
𝑓 ∶ ℝ𝑚 → ℝ𝑛 by an algorithm  is not altered by its implementation in the computing model. We then say that 𝑓 allows for a 
transparent algorithmic implementation in the given computing model.

Remark 2.4. In general, if a real-world problem 𝑃 can be expressed as a function 𝑓 , then the input domain of 𝑓 necessarily represents 
every factor determining the outcome of 𝑃 . Hence, a transparent algorithmic implementation of a closed-form expression of 𝑓
guarantees that 𝑃 can be solved by an algorithm abiding AgT in the considered computing model since the realization of the algorithm 
solely relies on the factors constituting the problem. Consequently, the algorithmic decision-making can be retraced in principle to 
make providing AgT feasible. However, in deep learning a potential solver for 𝑃 is sought based on a (imperfect) data set describing 
𝑃 so that 𝑓 may not possess a closed-form expression or may be unknown, e.g., not all relevant factors determining 𝑃 are identified. 
Thus, the contribution of the individual factors affecting the solver may not be apparent due to the black box behavior of deep 
learning, i.e., assessing AgT requires a successive analysis, which presupposes a transparent algorithmic implementation. Therefore, 
a transparent algorithmic implementation can be seen as a minimum requirement to obtain AgT; the actual conditions depend on the 
chosen computing model and its formalization of an algorithm. For instance, in the digital case transparency requires the algorithm 
to be independent of the specific representation of a real number.

Just constructing a transparent algorithm does not suffice, since besides being comprehensible we also expect the algorithm to 
deliver a solution to the considered problem. Therefore, it is important to maintain the integrity between the mathematical model 
of the problem and the applied algorithm, i.e., the algorithmic solution needs to unequivocally reflect the ‘true’ solution of the 
mathematical model.

Observation 2.5. To attain AgT and provide the correct output, an algorithm must reside within its specified margin of operation, 
i.e., the algorithm preserves the input-output relation of the underlying problem specified by a mathematical model (respectively the 
derived function).
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In the subsequent analysis, our focus does not reside on the practical limitations of real-world hardware related to computation 
time, memory, and energy consumption. Via mathematical models of the considered computing paradigm – the most prominent one 
certainly being digital computations –, we study the possibility of theoretical guarantees for trustworthiness.

2.2.1. Digital computations

The concept of digital machines is encapsulated by the mathematical model of Turing machines [54]. The widely accepted Church-
Turing Thesis [89] implies that Turing machines are a definitive model of digital computers, describing their (theoretical) capabilities 
perfectly. Thus, Turing machines provide a framework for analyzing digital computations by taking into account their inevitable 
approximate behavior concerning irrational numbers. More exactly, Turing machines introduce a notion of effective computations in 
a finite number of steps on real numbers. Thereby effectiveness refers to the condition that a Turing machine not only computes an 
approximate solution but also guarantees that the solution is within some previously prescribed error bound, which can be arbitrarily 
small. Hence, the reliability and correctness of an obtained algorithmic solution are guaranteed by design.

Next, we shortly formalize effective computations via recursive functions [90], which constitute a special subset of the set 
⋃∞
𝑛=0{𝑓 ∶

ℕ𝑛 ↪ ℕ}, where ‘↪’ denotes a partial mapping. Recursive functions coincide with the functions 𝑓 ∶ ℕ𝑛 ↪ ℕ that are computable by 
Turing machines, i.e., there exists a Turing machine that accepts input 𝑥 ∈ ℕ𝑛 only if 𝑓 (𝑥) is defined, and, upon acceptance, computes 
𝑓 (𝑥) [91].

Lemma 2.6. A function 𝑓 ∶ℕ𝑛 ↪ℕ is a recursive function if and only if it is computable by a Turing machine.

We can identify the set of effectively computable real numbers via recursive functions. By introducing a machine-readable de-
scription of real numbers, which was exemplarily demonstrated for 𝜋 in Subsection 2.2 and can be formally expressed via recursive 
functions [90], one can construct sequences of rational numbers converging (with error control) to the considered real numbers. In 
this way, the computations performed by Turing machines are reduced to the rational domain, where exact computations are feasible 
and simultaneously the accumulated error due to the non-exact representation of real numbers is controlled.

Definition 2.7. A sequence (𝑟𝑘)𝑘∈ℕ ⊂ℚ of rational numbers is computable, if there exist three recursive functions 𝑎, 𝑏, 𝑠 ∶ℕ→ℕ such 
that 𝑏(𝑘) ≠ 0 and

𝑟𝑘 = (−1)𝑠(𝑘) 𝑎(𝑘)
𝑏(𝑘) 

for all 𝑘 ∈ℕ.

A real number 𝑥 ∈ℝ is computable, if there exists a computable sequence (𝑟𝑘)𝑘∈ℕ of rationals such that

||𝑟𝑘 − 𝑥|| ≤ 2−𝑘 for all 𝑘 ∈ℕ.

We refer to the sequence (𝑟𝑘)𝑘∈ℕ as a representation for 𝑥.

Remark 2.8. The definition can be straightforwardly extended to vectors and complex numbers by considering each component and 
part individually, respectively.

Having established a formal notion of an algorithm via Turing machines, we can specify the characterization of a transparent 
algorithm from Definition 2.3. The key observation is that any Turing machine strictly operates on rational representations although 
the tackled problem may reside in the real domain, i.e., Turing machines map input representations to (computable) sequences. 
Hence, we can identify a Turing machine TM with an associated mapping ΨTM ∶𝑅→ 𝑆 , where 𝑅 and 𝑆 denote the representation 
space and the space of (computable) sequences, respectively, defined as

𝑅 ∶= {(𝑟𝑘)𝑘∈ℕ ∶ (𝑟𝑘)𝑘∈ℕ is a representation of some 𝑥 ∈ℝ}

and

𝑆 ∶= {(𝑠𝑘)𝑘∈ℕ ∶ (𝑠𝑘)𝑘∈ℕ ⊂ℚ is a sequence computed by a Turing machine on input

of a representation of some 𝑥 ∈ℝ}.

However, the transfer between the different domains – the representation space and the real numbers – shall not impact the algorithmic 
computation to preserve transparency.

Definition 2.9. An algorithmic implementation of a problem in the real domain is transparent in the Turing model if the associated 
Turing machine TM operates consistently on every input in the following sense: For any two representations (𝑟1

𝑘
)𝑘∈ℕ, (𝑟2𝑘)𝑘∈ℕ of an 

input instance 𝑥 ∈ ℝ𝑚, the output sequences ΨTM((𝑟1
𝑘
)𝑘∈ℕ) and ΨTM((𝑟2

𝑘
)𝑘∈ℕ) encode the same outcome in the underlying (real) 

problem domain, i.e., the outcome exclusively depends on 𝑥 but not on its specific representation and other factors.
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Remark 2.10. Consider a toy example in which an algorithm  realizes the real-valued function 𝑓 (𝑥) = 𝑎𝑥 + 𝑏 for some constants 
𝑎, 𝑏 ∈ℝ. Then transparency requires that the implementation of  in the Turing model is independent of the representation of inputs 
𝑥 ∈ℝ as well as of the representation of the constants 𝑎, 𝑏.

Finally, observe that a Turing machine TM with an associated mapping ΨTM does not necessarily constitute a well-defined algo-
rithm  with realization 𝑓 on the real domain, i.e., ΨTM((𝑟𝑘)𝑘∈ℕ) may not represent a real number for an admissible input (𝑟𝑘)𝑘∈ℕ. 
The notion of computable functions, which essentially describes the effective computation of functions by Turing machines on real 
numbers, circumvents this issue.

Definition 2.11. A function 𝑓 ∶ℝ𝑚 →ℝ𝑛 is Borel-Turing computable, if there exists a Turing machine that transforms each represen-
tation of a vector 𝑥 ∈ℝ𝑚 into a representation for 𝑓 (𝑥).

Remark 2.12. There exist different notions of computable functions on real numbers. We refer to [92–94] for an in-depth treatment 
of the topic and we highlight only the key properties of computable functions that help in providing an intuitive understanding. 
The need for approximate computations is closely related to the real-valued domain of 𝑓 . For functions operating on natural or 
rational numbers, exact computations can in principle be expected. Moreover, Borel-Turing computability can also be applied to 
complex-valued functions by identifying real and imaginary parts as real numbers.

Remark 2.13. Borel-Turing computability implies the existence of an algorithm  realizing a mapping 𝑓 ∶ ℝ𝑚 → ℝ𝑛, i.e., 𝑓 =
𝑓 , via the associated Turing machine. From a practical point of view, Borel-Turing computability can be seen as a requirement 
for an algorithmic computation of the input-output relation of a problem (described by a function) on perfect digital hardware in 
the following sense. In particular, the associated Turing machine, i.e., the algorithm, takes input representations and determines a 
sufficient input precision, i.e., suitable elements of the representations, so that the performed computation will terminate once an 
output within a prescribed worst-case error bound 𝜀 > 0 is obtained. Here, the input representation is itself a Turing machine, which 
can be queried with a precision parameter and provides an approximation of the “exact” input. In theory, by iteratively calling the 
algorithm with a declining sequence of error bounds 𝜀𝑘 = 2−𝑘 for a fixed representation of an input 𝑥 ∈ ℝ𝑚, one would obtain a 
(computable) representation encoding 𝑓 (𝑥).

Remark 2.14. In general, the representation of a computable vector 𝑥 is not unique. Hence, the representation of a Borel-Turing 
computable function 𝑓 at 𝑓 (𝑥) may depend on the representation of 𝑥 given as input to the Turing machine. A small wrinkle is added 
by the fact that not every real number has a description based on recursive functions, i.e., only the computable real numbers (indeed 
a proper subset of the real numbers) are considered admissible inputs in the Borel-Turing setting. In contrast, any real number can be 
approximated by a convergent sequence of rational numbers so that the concept of Borel-Turing computability can be extended to the 
whole real number domain under certain conditions. For our needs, these subtle differences and their implications can be neglected 
and we apply the notion of Borel-Turing computability introduced in the definition. We point to [95] for the treatment of the inverse 
problem use case under the adapted notion.

Aside from Turing machines, further abstractions of digital computations have been established, for instance, the Blum-Shub-
Smale (BSS) machines represent a common heuristic formalization (in contrast to the precise model of Turing machines according 
to the Church-Turing thesis) [88]. Therefore, BSS machines do not provide a suitable starting point for our intended trustworthiness 
considerations on digital hardware by design. At the same time, it turns out that the BSS framework suits a different context via its 
relation to analog hardware. Although a widely accepted formalization equivalent to the Turing model for other types than digital 
hardware does not exist, the BSS framework is a candidate to (abstractly) model several forms of analog computing [96].

2.2.2. Analog computations

The study of analog hardware gained considerable traction in the last years due to the rapidly increasing demand for energy 
and storage of digital information processing and computing [21,20]. Even more, convincing arguments indicate that the scaling of 
computation and information processing at the current level is not sustainable if the same (digital) technologies are applied, i.e., a 
technological disruption based on the introduction of new (analog) approaches is necessary [22,25]. For instance, innovative memory 
and storage technology as well as novel approaches in world-machine interfaces that can sense, perceive, and reason based on low 
operational power and latency are required. This may only be realizable by incorporating analog (electronic) components in the 
(currently mostly digital) computing and information processing pipeline. A prime example is provided by neuromorphic computing 
and signal processing systems [97–102].

Neuromorphic systems are inspired by the structure and information processing of biological neural networks and can be re-
alized in analog, digital, and mixed analog-digital fashion [85]. Digital computers typically follow the von Neumann architecture 
[103] that leads to inherently large time and energy overhead in data transport [104,105]. In contrast, neuromorphic computers 
incorporate emerging concepts such as ‘in-memory computing’, which avoid these bottlenecks by design [106–109]. At present, the 
main advantage of neuromorphic systems is the expected savings in energy consumption, in particular, by deploying artificial intelli-
gence applications such as deep learning on neuromorphic hardware [97–101,110]. Further promising (but not yet realizable) analog 
computing paradigms comprise biocomputing [96,111–113] and (analog) quantum simulation [114,115].
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Moreover, analog computing may also provide benefits for the computability of certain problems. Important tasks in information 
theory, signal processing, and simulation are not Borel-Turing computable [116–122], whereas, computability on BSS machines has 
been established for certain applications [123–125]. Computability in BSS sense conveys the same concept as computability on digital 
devices but under a more general framework. BSS machines carry over complexity theory in the Turing machine model to a larger 
variety of structures by operating on arbitrary rings or fields, even infinite fields such as ℝ are feasible. In addition, BSS machines on 
ℤ2 = {{0,1},+, ⋅} recover the theory of Turing machines. Thus, BSS machines are a structure-wise similar, generalized abstraction of 
Turing machines. BSS machines operate as Turing machines on an infinite strip of tape according to a program illustrated by a finite 
directed graph with different types of nodes associated with operations such as input processing, computing, branching, and output 
processing. For a detailed introduction and comparison, we refer to [88,126] and the references therein. We only wish to highlight 
that a BSS machine, which operates on ℝ, processes real numbers (as entities) and performs field operations (‘+’,‘⋅’) via compute 
nodes and comparisons (‘<’,‘>’,‘=’) via branch nodes exactly. Thus, BSS machines offer a mathematical framework to investigate 
analog real number processing and computation. Hereby, BSS computable functions are simply input-output maps of BSS machines, 
i.e., the set of BSS computable functions precisely characterizes functions that can be computed (in finite time) by algorithmic means 
in the BSS model.

Definition 2.15. A function 𝑓 ∶ℝ𝑚 →ℝ𝑛 is BSS computable if there exists a BSS machine with an input-output relation described by 
𝑓 .

Remark 2.16. The output Ψ(𝑥) of a BSS machine  is defined if  according to its program terminates its calculations on input 
𝑥 ∈ ℝ𝑚 after a finite number of steps. The hereby introduced map Ψ ∶ ℝ𝑚 → ℝ𝑛 is the input-output function of , which directly 
relates to the realization of an algorithm (i.e., BSS machine) introduced in Definition 2.1.

Remark 2.17. The definition can be straightforwardly extended to complex functions, however, the representation of the complex 
field impacts the capabilities of corresponding BSS machines and thereby also the set of computable functions. BSS machines that 
treat complex numbers as entities can not perform comparisons of arbitrary complex numbers but only check the equality to zero 
at their branch nodes since ℂ is not an ordered field. As a consequence, elementary complex functions such as 𝑧↦ℜ(𝑧), 𝑧↦ℑ(𝑧), 
𝑧↦ �̄�, and 𝑧↦ |𝑧| are not BSS computable in this setting [88]. Identifying ℂ with ℝ2 instead and employing BSS machines that 
take complex inputs 𝑧 in the form of (ℜ(𝑧),ℑ(𝑧)) entails that 𝑧↦ℜ(𝑧) and 𝑧↦ ℑ(𝑧) are computable since the corresponding BSS 
machine only needs to process the respective part of the representation of 𝑧.

The crucial property of the BSS framework is the handling of the elements of the associated ring or field as entities, which implies 
the exact storing and processing of real numbers in this computation model. Thus, the real BSS model can not be implemented on 
digital hardware. It is even unclear if and to what degree a computing device realizing the real BSS model can be constructed by 
(future) hardware technology due to physical constraints [127]. For instance, random noise in physical processes, which execute 
the mathematical operations in a hypothetical computing device, complicates or even prevents exact processing and computation. 
Moreover, the BSS model strongly focuses on algebraic properties, leading to the non-computability of trigonometric, logarithmic, 
and root functions in the BSS model on real numbers. These functions are typically considered elementary functions expected to be 
computable in a practical and useful computing model (as indeed is the case in the Turing model). Therefore, real BSS machines are 
a strongly idealized model and they may not capture the true capabilities of forthcoming analog computing devices so theoretical 
benefits may not turn into practical ones. Nonetheless, the study of BSS computable functions provides to a certain degree an outline 
of the limits of analog computations.

2.2.3. Computability and trustworthiness

Next, we will analyze under which conditions a trustworthy algorithmic solution of a problem described by an input-output rela-
tion, i.e., an associated function, can be expected. The crucial step is establishing AgT because it is the basis for various trustworthiness 
considerations; see Subsection 2.1. In Observation 2.5, we derived via Definition 2.3 a necessary prerequisite to obtain AgT. Applying 
this framework to the Turing model, we can derive a necessary condition for a transparent algorithm on digital hardware.

Lemma 2.18. Given a problem with an input-output relation described by a function 𝑓 ∶ℝ𝑚 →ℝ𝑛, let  be an algorithm implemented on 
a Turing machine. If the algorithmic implementation is not transparent, then  does not realize 𝑓 .

Proof. Assume the algorithmic implementation of  on a Turing machine TM is not transparent. Thus, by definition, two represen-
tations of some input instance 𝑥 ∈ ℝ𝑚 exist such that the computed output sequences by TM do not encode the same real number. 
Therefore, at least one of the (computable) output sequences does not represent 𝑓 (𝑥). Hence,  does not realize 𝑓 . □

We can immediately infer from Lemma 2.18 that Borel-Turing non-computability of a function prevents the existence of an 
algorithm complying with transparency in the digital computing model so that the following statement holds.

Theorem 2.19. There exists an algorithm  with transparent implementation in the Turing model realizing 𝑓 if and only if 𝑓 ∶ℝ𝑚 →ℝ𝑛
is Borel-Turing computable.
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Remark 2.20. An algorithm adhering to AgT is necessarily transparent, i.e., Borel-Turing computability of the tackled problem is a 
prerequisite for AgT. In contrast, Borel-Turing non-computability of a problem implies that any algorithmic approach implemented 
on digital hardware will have unavoidable flaws or at least certain limits: For any algorithm, there exists a representation of some 
input 𝑥 ∈ℝ𝑚 such that the computed output sequence does not converge at all or does not converge to 𝑓 (𝑥). Crucially, the integrity 
between the mathematical model of the problem and the mathematical model of the computing platform is lost. Hence, AgT via 
Observation 2.5 can not be guaranteed.

Similar reasoning can be adopted for BSS machines and BSS computable problems. In the BSS model algorithms directly operate 
on real numbers so that each real number is uniquely represented by itself. Thus, any problem that is BSS computable by definition 
fulfills the transparency condition. In contrast, the transparency of an algorithm successfully solving a problem immediately implies 
BSS computability of the problem.

Theorem 2.21. There exists an algorithm  with transparent implementation in the BSS model realizing 𝑓 if and only if 𝑓 ∶ℝ𝑚 →ℝ𝑛 is 
BSS computable.

Hence, by studying the computability of a problem or, more accurately, the computability of a function describing the problem 
in mathematical terms, we can formally assess the existence of trustworthy algorithms (based on AgT). Thus, we obtained a precise 
tool to decide whether trustworthiness in an algorithmic computation can be attained. We will apply the introduced framework to a 
specific use case of deep learning – finite dimensional inverse problems –, aiming to derive broadly applicable observations.

3. Use case for trustworthiness analysis

3.1. Inverse problems

Inverse problems in imaging sciences, i.e., image reconstruction from measurements, is a recurrent task in industrial, scientific, 
and medical applications such as magnetic resonance imaging (MRI) and X-ray computed tomography (CT), where the measurements 
are acquired by the Fourier and Radon transform, respectively.

Definition 3.1. An inverse problem in the finite-dimensional, underdetermined, and linear setting can be formulated as:

Given noisy measurements 𝑦 =𝐴𝑥+ 𝑒 ∈ℂ𝑚 of 𝑥 ∈ℂ𝑁, recover 𝑥, (3.1)

where 𝐴 ∈ ℂ𝑚×𝑁,𝑚 < 𝑁 , is the sampling operator, 𝑒 ∈ ℂ𝑚 is a noise vector, 𝑦 ∈ ℂ𝑚 is the vector of measurements, and 𝑥 ∈ ℂ𝑁 is the 
object to recover.

Remark 3.2. In the context of the definition, a typical object to recover is a vectorized discrete image. Furthermore, the underdeter-
mined setting 𝑚 <𝑁 with a limited number of measurements is standard in practice due to time, cost, power, or other constraints.

Due to the ill-posedness of (3.1) a typical solution strategy is to consider a mathematically more tractable description via an 
optimization problem. The simplest form is given by the least-squares problem

arg min
𝑥∈𝐶𝑁

‖𝐴𝑥− 𝑦‖𝓁2 .

Although the solution map is considerably simpler than the one of the original problem (3.1), the solution is generally not unique. By 
adding regularization terms to the optimization problem, one tries to steer the optimization process towards favorable solutions. For 
instance, sparse solutions tend to possess desirable properties but explicitly enforcing them via the 𝓁0 norm is typically intractable. 
However, incorporating regularization terms that promote sparsity in the recovery resulted in various solution techniques [128–138] 
for common approaches such as (quadratically constrained) basis pursuit [139,140]

arg min
𝑥∈ℂ𝑁

‖𝑥‖𝓁1 such that ‖𝐴𝑥− 𝑦‖𝓁2 ≤ 𝜀 (BP)

and unconstrained square root lasso [141,142]

arg min
𝑥∈ℂ𝑁

𝜆‖𝑥‖𝓁1 + ‖𝐴𝑥− 𝑦‖𝓁2 , (Lasso)

where the magnitude of 𝜀 > 0 and 𝜆 > 0 controls the relaxation, respectively. In recent years, deep learning techniques led to a 
paradigm shift and were established as the predominant method to tackle inverse problems [143–150]. The core idea behind the 
deep learning approach is to learn the underlying relations of the reconstruction process based on data samples.
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3.2. Deep learning

In deep learning a structure called (artificial) neural network, loosely inspired by biological brains, is employed to approximate an 
unknown function via a set of given input-output value pairs. A neural network is essentially a parameterized mapping with properties 
and capabilities depending on its specific design [11,16,17]. The simplest form is feedforward neural networks, which we will focus 
on in the remainder.

Definition 3.3. A (feedforward) neural network Φ ∶ℝ𝑑 →ℝ𝑘 is given by

Φ(𝑥) = 𝑇𝐿𝜌(𝑇𝐿−1𝜌(…𝜌(𝑇1𝑥))), 𝑥 ∈ℝ𝑑 , (3.2)

where 𝑇𝓁 ∶ℝ𝑛𝓁−1 →ℝ𝑛𝓁 , 𝓁 = 1,… ,𝐿, are affine-linear maps

𝑇𝓁𝑥 =𝑊𝓁𝑥+ 𝑏𝓁 , 𝑊𝓁 ∈ℝ𝑛𝓁×𝑛𝓁−1 , 𝑏𝓁 ∈ℝ𝑛𝓁 with 𝑛0 = 𝑑, 𝑛𝐿 = 𝑘,

and 𝜌 ∶ℝ→ℝ is a non-linear function acting component-wise on a vector. The matrices 𝑊𝓁 are called weights, the vectors 𝑏𝓁 biases, 
and the function 𝜌 activation function, with a common one being the basic ReLU activation 𝜌(𝑥) = max{0, 𝑥}.

Remark 3.4. In addition, a neural network can easily be adapted to work with complex-valued inputs by representing them as real 
vectors consisting of the real and imaginary parts.

By adjusting the network’s parameters, i.e., its weights and biases, according to an optimization process on available data samples, 
the network ideally learns to approximate the sought function. This process – the standard technique is to apply stochastic gradient 
descent coupled with backpropagation [10] – is usually referred to as the training of a neural network. We refer to [6–8] for an 
in-depth overview of deep learning.

3.3. Deep learning for inverse problems

Turning to inverse problems, deep learning techniques can be incorporated into the solution approach in various ways [151]. 
The most fundamental and generally applicable approach is to directly learn a mapping from measurements 𝑦 to reconstructions 𝑥
without making problem-specific assumptions. Hence, the goal is to obtain a neural network that for some fixed sampling operator 
𝐴 ∈ℂ𝑚×𝑁 and optimization parameter 𝜇 > 0 approximates the reconstruction map

Ξ𝑃 ,𝐴,𝜇 ∶ℂ𝑚 ⇉ℂ𝑁, 𝑦↦ 𝑃 (𝐴,𝑦,𝜇), (3.3)

where 𝑃 (𝐴,𝑦,𝜇) represents the set of minimizers of an optimization problem 𝑃 given a measurement 𝑦 ∈ ℂ𝑚. For instance, 𝑃 is 
described in (BP) for basis pursuit with 𝜇 ∶= 𝜀. Note that the reconstruction map is typically set-valued, denoted by ‘⇉’, since the 
corresponding optimization problem does not possess a unique solution. Therefore, it is not entirely correct to state that the goal is 
to compute a neural network that approximates the mapping Ξ𝑃 ,𝐴,𝜇 . We do not expect a neural network to reproduce all minimizers 
for a single input but it suffices if the network approximates one specific minimizer. In Section 4, we will return to and clarify this 
issue.

Ideally, the training process results in a neural network capable of solving instances of a particular inverse problem defined by 
the sampling operator 𝐴, the optimization problem 𝑃 , and the optimization parameter 𝜇. More powerful would be a neural network 
that can solve generic inverse problems under specific conditions, e.g., a network that approximates the reconstruction map

Ξ𝑃 ,𝑚,𝑁 ∶ℂ𝑚×𝑁 ×ℂ𝑚 ×ℝ>0 ⇉ℂ𝑁, (𝐴,𝑦,𝜇)↦ 𝑃 (𝐴,𝑦,𝜇) (3.4)

of any inverse problem of dimension 𝑚×𝑁 corresponding to an optimization problem 𝑃 . One can generalize the objective further by 
allowing the dimension and/or the optimization problem as additional inputs. However, it is a priori not even clear if networks that 
approximate Ξ𝑃 ,𝐴,𝜇 and Ξ𝑃 ,𝑚,𝑁 exist and can be found via the described deep learning framework. Whereas the former problem can 
be approached by an expressivity analysis of neural networks, which is already supported by a large body of literature [152–159], the 
latter problem is more intricate. Despite the existence of the sought networks, obtaining them based solely on data samples may not 
be feasible or the computation process may result in networks with unfavorable properties such as a lack of trustworthiness. Hence, 
we assess the possibility of computing neural networks that solve inverse problems under the introduced computability framework.

4. Algorithmic solvability of inverse problems

It is intuitively clear that the training and inference of neural networks are distinct problems with varying difficulty. For inverse 
problems, the training process targets a neural network, which approximates the mapping from measurements to the original data. 
In other words, one is interested in finding a neural network, i.e., suitable weights and biases, that realizes the mapping in (3.3) or 
(3.4). We focus on the more general case (3.4), where the associated optimization problem is given by (BP) or (Lasso). Before turning 
to the question if the desired network can be computed algorithmically, we wish to remark that once obtained the execution of said 
network on a given input can be performed reliably.
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Theorem 4.1 ([52,53]). A neural network Φ as defined in (3.2) is a Turing/BSS computable function given that the activation function 
𝜌 ∶ℝ→ℝ is Turing/BSS computable.

Proof Sketch. This follows from the fact that under the given conditions Φ is a composition of computable functions in both com-
puting models. □

Remark 4.2. Note that we can extend the observation in the theorem to more advanced architectures such as convolutional networks 
[160]. In particular, the statement holds for any network architecture composed of basic computable building blocks, which indeed 
is true for many common variants. Furthermore, standard activations applied in practice such as ReLU are indeed computable.

Does a similar statement hold for the training phase? First, note that the mapping (3.4) targeted by the training process is gen-
erally multi-valued since the solution of the associated optimization problem does not need to be unique. Thus, it neither fits in the 
introduced deep learning nor computability framework. However, we can circumvent this issue by establishing suitable single-valued 
functions that suit both frameworks. The underlying idea is that typically one is not interested in the whole solution set, but one 
particular element of the solution set or even an element reasonably close to the solution set suffices. Hence, of interest is not to 
compute the entire set described by the map Ξ𝑃 ,𝑚,𝑁 for given input (𝐴,𝑦,𝜇) in (3.4) but to compute one element of Ξ𝑃 ,𝑚,𝑁 (𝐴,𝑦,𝜇), 
i.e., exactly one minimizer of the optimization problem 𝑃 . In particular, it is not relevant which of the (possibly infinitely many) 
minimizers is obtained, since any of those is an appropriate solution.

Formally, this concept can be captured by single-valued restrictions of a multi-valued function 𝑓 ∶  ⇉ : For each input 𝑣 ∈
dom(𝑓 ) there exists at least one element 𝑧𝑣 ∈ 𝑓 (𝑣) ⊂ () so that the map

𝑓𝑠 ∶  →, 𝑣↦ 𝑧𝑣

is well-defined. We denote by 𝑓 the set of all the single-valued functions associated with the multi-valued function 𝑓 , i.e., all 
single-valued functions 𝑓𝑠 that are formed by restricting the output of a multi-valued map 𝑓 to a single value for each input.

Definition 4.3. A problem with an input-output relation described by a multi-valued function 𝑓 ∶  ⇉  is algorithmically solvable 
on a BSS or Turing machine if there exists a function 𝑓𝑠 ∈𝑓 that is computable on a BSS or Turing machine, respectively.

By applying the notion of algorithmic solvability, we reduced our task to evaluate the computability of well-defined single-valued 
functions. A task is deemed algorithmically solvable if at least one computable function in 𝑓 exists.

Remark 4.4. The presented approach is not the only viable option to assess the computability of a multi-valued mapping 𝑓 . The (non-
)existence of algorithms can also be established via the distance to the solution set measured by an appropriate metric. Therefore, 
a hypothetical algorithm does not approximate a fixed element of the solution as the admissible distance to the solution set varies, 
which is the case in our approach via single-valued restrictions. Thus, a problem characterized by 𝑓 may not be algorithmically 
solvable in the introduced sense, but an algorithm obeying this distance description may still exist. Note that this case only arises if 
𝑓 is indeed a multi-valued and not a single-valued function. Moreover, the notion of algorithmic transparency needs to be adjusted 
to cover ‘the distance to the solution set’ approach. We refer to [95] for more details, where algorithmic solvability via this notion is 
pursued in the inverse problem setting.

Finally, we can apply the framework of algorithmic solvability to inverse problems described via basis pursuit and square root 
lasso. Indeed, we find differences in algorithmic solvability in the Turing and BSS model as we now detail.

4.1. Algorithmic non-solvability of inverse problems in Turing model

In the Turing setting, for a certain range of optimization parameters we not only establish algorithmic non-solvability but even 
non-approximability.

Theorem 4.5 ([52]). Consider the optimization problems (BP), (Lasso) and the associated mappings ΞBP,𝑚,𝑁 (⋅, ⋅, 𝜀) and ΞLasso,𝑚,𝑁 (⋅, ⋅, 𝜆), 
where 𝑁 ≥ 2 and 𝑚 <𝑁 , for fixed parameters 𝜀 ∈ (0, 1∕4) and 𝜆 ∈ (0, 5∕4) ∩ℚ, respectively. The problems described by ΞBP,𝑚,𝑁 (⋅, ⋅, 𝜀) and 
ΞLasso,𝑚,𝑁 (⋅, ⋅, 𝜆) are not algorithmically solvable on Turing machines.

Proof Sketch. The main step is to characterize algorithmic non-solvability conditions for functions Ξ𝑃 ,𝑚,𝑁 (⋅, ⋅, 𝜇), introduced in (3.4)
based on the solution set of the optimization problem 𝑃 with optimization parameter 𝜇. The idea is to ‘encode’ a recursively enu-
merable but non-recursive set 𝐵 ⊂ ℕ in the domain of Ξ𝑃 ,𝑚,𝑁 (⋅, ⋅, 𝜇), i.e., a set such that there exists a Turing machine that takes 
numbers 𝑛 ∈ ℕ as input and confirms (after a finite amount of time) that 𝑛 is an element of 𝐵 if 𝑛 ∈ 𝐵 does indeed hold, but fails 
to decide whether 𝑛 ∈ 𝐵 or 𝑛 ∈ 𝐵𝑐 in general. To that end, a computable sequence (𝜉𝑛)𝑛∈ℕ ⊂ Ξ𝑃 ,𝑚,𝑁 (⋅, ⋅, 𝜇) is constructed so that 
{Ξ𝑃 ,𝑚,𝑁 (𝜉𝑛, 𝜇) ∶ 𝑛 ∈ 𝐵} can be distinguished from {Ξ𝑃 ,𝑚,𝑁 (𝜉𝑛, 𝜇) ∶ 𝑛 ∈ 𝐵𝑐} by algorithmic means provided that Ξ𝑃 ,𝑚,𝑁 (⋅, ⋅, 𝜇) is 
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Borel-Turing computable. However, one can construct a Turing machine that decides 𝑛 ∈ 𝐵 or 𝑛 ∈ 𝐵𝑐 for arbitrary 𝑛 ∈ ℕ, contra-
dicting the non-recursiveness of 𝐵. Subsequently, the construction can be verified for the considered functions ΞBP,𝑚,𝑁 (⋅, ⋅, 𝜀) and 
ΞLasso,𝑚,𝑁 (⋅, ⋅, 𝜆). □

Remark 4.6. The statement in the theorem can be strengthened by providing a lower bound on the achievable algorithmic ap-
proximability of the problem, i.e., how precise single-valued restrictions of the sought reconstruction map can be approximated by 
Borel-Turing computable functions. Note that the limitations do not arise due to the unboundedness of the input domain, but hold on 
a compact input set. Furthermore, algorithmic non-solvability is not connected to poor conditioning of the inverse problem instances; 
one can construct input domains consisting only of well-conditioned instances with the same limitations. For details, we refer to [52].

By invoking Theorem 2.19, we infer that no transparent algorithms to solve inverse problems exist on Turing machines.

Corollary 4.7. In the setting of Theorem 4.5, there does not exist a transparent algorithm solving inverse problems described by ΞBP,𝑚,𝑁 (⋅, ⋅, 𝜀)
and ΞLasso,𝑚,𝑁 (⋅, ⋅, 𝜆).

4.2. Algorithmic solvability of inverse problems in BSS model

In the BSS setting, a general algorithmic non-solvability statement does not hold. We indeed can establish algorithmic solvability 
under specific circumstances. To that end, we distinguish between a real and complex domain since BSS machines show distinct 
behavior depending on the underlying structure.

4.2.1. Real case

First, we consider the real case. Given a multi-valued mapping 𝑓 ∶  ⇉ , we denote by 𝑓ℝ its restriction to real inputs and 
outputs. Although only the complex domain was studied explicitly in Theorem 4.5, the algorithmic non-solvability in the Turing 
model remains valid for basis pursuit (BP) described by the mapping Ξℝ

BP,𝑚,𝑁
(⋅,⋅,𝜀) since the proof idea translates to the strictly real 

case. In contrast, the same problem is algorithmically solvable in the BSS model.

Theorem 4.8 ([53]). Consider the optimization problem (BP) restricted to the real domain and the associated mapping Ξℝ
BP,𝑚,𝑁

. The problem 
described by Ξℝ

BP,𝑚,𝑁
is algorithmically solvable on BSS machines.

Proof Sketch. The approach is to rewrite the problem such that an established algorithm for finding a minimizer of a polynomial 
on a semialgebraic set can be applied. Due to the restriction to the real domain, the involved terms can indeed be transferred to the 
required setting. □

Remark 4.9. Note that the optimization parameter acts as an additional input to the mapping Ξℝ
BP,𝑚,𝑁 (whereas in the Turing setting 

in Theorem 4.5 the optimization parameter was fixed beforehand). Therefore, in the BSS setting, we proved the existence of an even 
stronger algorithm (with an additional input parameter) than the one assessed in Theorem 4.5. We refer to [53] for more details and 
the proof.

Remark 4.10. Although an algorithm solving the problem Ξℝ
BP,𝑚,𝑁 exists, its computational complexity may remain inappropriately 

high. Hence, the theorem only provides a theoretical existence result neglecting the question of practical implementation.

In the case of (square root) lasso optimization (Lasso), algorithmic solvability can not be established on BSS machines, not even on 
the restricted real domain. The underlying issue is the BSS non-computability of the square root function on the real numbers, which 
arises due to the algebraic structure of the BSS model [88]. Hence, the 𝓁2 norm is not BSS computable, which renders (square root) 
lasso optimization infeasible on BSS machines. Note that the explicit computation of the 𝓁2 norm can be avoided for basis pursuit, 
because it arises only in the description of the constraint, whereas for (square root) lasso it is directly incorporated in the objective. 
One can circumvent this problem by assuming that BSS machines possess an additional module that can be called to compute the 
square root. This is motivated by the fact that the square root is an elementary function that should be computable in a practical 
model as is the case for Turing machines [93]. Without this additional assumption, we either need to modify or approximate the 
objective of the corresponding optimization problem to obtain algorithmic solvability on BSS machines. We will consider the former 
approach and return to the latter approach in the complex setting. Instead of square root lasso, we can consider lasso optimization 
[142,141,161] given by

arg min
𝑥∈ℂ𝑁

𝜆‖𝑥‖𝓁1 + ‖𝐴𝑥− 𝑦‖2𝓁2 . (Lasso2)

Here, the objective does not require the computation of the square root function (due to the squaring of the 𝓁2 norm) and, indeed, 
this change is sufficient to establish algorithmic solvability via the same approach as in Theorem 4.8.
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Theorem 4.11 ([53]). Consider the optimization problem (Lasso2) restricted to the real domain and the associated mapping Ξℝ
Lasso2 ,𝑚,𝑁

. The 
problem described by Ξℝ

Lasso2 ,𝑚,𝑁
is algorithmically solvable on BSS machines.

Remark 4.12. The analogous proof technique as for the square root lasso minimization problem in Theorem 4.5 can be applied to 
derive algorithmic non-solvability of lasso minimization (Lasso2) on Turing machines [53].

Applying Theorem 2.21, we conclude that a transparent algorithm for solving real inverse problems exists on BSS machines.

Corollary 4.13. In the setting of Theorem 4.8 and Theorem 4.11, there does exist a transparent algorithm solving inverse problems described 
by Ξℝ

BP,𝑚,𝑁
and Ξℝ

Lasso2 ,𝑚,𝑁
, respectively.

4.2.2. Complex case

We have to choose a suitable representation for BSS machines operating on complex numbers. As described in Remark 2.17, 
considering complex numbers as entities results in the non-computability of elementary complex functions. In contrast, identifying ℂ
with ℝ2 and representing complex inputs 𝑧 in the form of (ℜ(𝑧),ℑ(𝑧)) circumvents this problem to a certain degree. However, even in 
the ℝ2-representation 𝓁𝑝 norms are generally not computable functions, since they require the computation of a square root (which 
is not a real BSS computable function). Similarly to the real case, we can introduce adjusted optimization problems that promote 
solutions with properties similar to the original solutions but allow for algorithmic solvability in the BSS model. For details, we refer to 
[53] and wish to mention that algorithmic solvability in the Turing model is still not achievable for the adjusted problems. Although 
the adaptation of the objectives tries to maintain the original structural properties, they are not derived by rigorous reasoning.

Instead of replacing the optimization problem, we can also approximate its objective. This approach is demonstrated for basis 
pursuit by establishing an adequate (BSS computable) approximation of the 𝓁1 norm.

Theorem 4.14 ([53]). Let 𝛽, 𝛾 > 0. For 𝐴∈ℂ𝑚×𝑁 , 𝑦∈ℂ𝑚 and 𝜀 > 0 consider the optimization problem

arg min
𝑥∈𝐼𝛽

𝑝𝛽,𝛾 (𝑥) such that ‖𝐴𝑥− 𝑦‖𝓁2 ≤ 𝜀, (BP-A)

where 𝑝𝛽,𝛾 is a polynomial satisfying

sup 
𝑥∈𝐼𝛽

|||‖𝑥‖𝓁1 − 𝑝𝛽,𝛾 (𝑥)
||| ≤ 𝛾

and

𝐼𝛽 ∶= {𝑥 ∈ℂ𝑁 ∶ ‖𝑥‖𝓁2 <
√
𝑁𝛽}

Then, the problem described by ΞBP-A,𝑚,𝑁 is algorithmically solvable in the BSS model.

Proof Sketch. Applying the Weierstrass approximation theorem, in particular, its constructive proof via Bernstein polynomials, we 
can derive a (BSS computable) polynomial 𝑝𝛽,𝛾 approximating the 𝓁1 norm up to an error of 𝛾 on 𝐼𝛽 . Finally, the algorithmic solvability 
of ΞBP-A,𝑚,𝑁 follows along the same lines as in the proof of Theorem 4.8. □

Remark 4.15. The objective 𝑝𝛽,𝛾 in (BP-A) approximates up to an error of 𝛾 the 𝓁1 norm, i.e., the objective of basis pursuit optimiza-
tion, on the set 𝐼𝛽 . In this sense, (BP-A) represents an approximation of basis pursuit if its minimizers are contained in 𝐼𝛽 . Additionally, 
one can construct a BSS computable function that decides for input (𝐴,𝑦, 𝜀) if basis pursuit (BP) has at least one solution and if the 
solution(s) are contained in 𝐼𝛽 . Therefore, there does exist a BSS machine 𝛽,𝛾 that checks if the solutions of basis pursuit for (𝐴,𝑦, 𝜀)
are contained in 𝐼𝛽 . If the answer is positive, a solution of (BP-A) is computed consecutively. Otherwise, the computation is aborted 
since the approximation accuracy 𝛾 and acceptance domain depending on 𝛽 can not be adjusted autonomously. In other words, for 
each pair of parameters (𝛽, 𝛾) a distinct BSS machine 𝛽,𝛾 needs to be constructed. Moreover, note that the obtained minimizers of 
(BP-A) and basis pursuit need not agree and we do not obtain worst-case bounds on their distance, for details we refer to [53].

Remark 4.16. In the Turing model, the outlined approach to approximate basis pursuit is not feasible [53]. Even more, due to lower 
bounds on the algorithmic approximability in the Turing model (see Remark 4.6), different approximation schemes necessarily have 
certain limits in this setting.

Finally, via Theorem 2.21 we can state a similar result for trustworthiness as in the real case.

Corollary 4.17. In the setting of Theorem 4.14, there does exist a transparent algorithm approximating inverse problems described by 
ΞBP-A,𝑚,𝑁 .
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4.3. Comparison of results in Turing and BSS model

The presented findings indicate that the degree of algorithmic solvability of inverse problems depends on both the considered 
problem description and the computing model. In the Turing model, a rather general algorithmic non-solvability statement holds, 
also supported by the results in [95], whereas the landscape is more diverse in the BSS setting. Here, the potential of algorithmic 
solvability is connected to the specific properties of the underlying optimization problem, which can to a certain extent be positively 
influenced by modifying or approximating the objective. Although the adjustments may typically not be applied in practice, they 
maintain the properties of the original formulation to some degree and show that a wide range of inverse problem descriptions is in 
principle algorithmically solvable in the BSS model.

In contrast, related approaches appear to be infeasible in the Turing model. On the one hand, (reasonable) modifications of 
the objectives of the optimization problems do not influence algorithmic solvability, since algorithmic non-solvability is related to 
properties of the underlying solution set of the given task, which pertain to a broad class of inverse problem descriptions. On the other 
hand, algorithmic non-approximability in the Turing model also renders approximate approaches impractical. Characterizing classes 
of inputs that allow for algorithmic solvability and thereby identifying problematic inputs, that violate performance guarantees, could 
potentially alleviate the non-computability issue. However, it was found that implementing an exit-flag functionality, i.e., aborting 
the computation and notifying the user once a ‘problematic’ input is recognized, on Turing machines is in general not feasible for 
inverse problems [162].

Consequently, we can observe a gap in algorithmic solvability between the Turing and the BSS model. In particular, BSS machines 
provide a greater capacity to solve inverse problems algorithmically. However, the power of the BSS model is heavily dependent on 
the (exact) representation and processing of real numbers as entities: Essentially the same limitations as in the Turing model arise if 
approximating sequences are employed to represent real numbers [95]. It should also be noted that algorithmic solvability of inverse 
problems was assessed in a very general framework, i.e., we did not consider a specific but broad class of inverse problems. Hence, 
restricting to a more narrow framework consisting of a limited number of classes may change the degree of algorithmic solvability. 
Thereby, specific properties of the considered problems could be exploited, which at the same time can not be incorporated into a 
more universal approach. Thus, a trade-off between generality and trustworthiness expressed through AgT may not be avoidable in 
our framework, but the degree may vary with the underlying computing paradigm.
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